
 CHANGE     REQUEST     /     AMENDMENT 

 DE23006      -  DTS     DCDR     Data     Center     Disaster     Recovery 

 Department     of     Economic     Security 

 Total     Development     Budget     $     1,186,956 

 Total     Operational     Budget        $     4,095,462 

 Total     Overall     Budget            $     5,282,418 

 Original     End     Date:     05/10/2023  Revised     End     Date:     11/30/2023 

 Project     Description: 

 DES     utilized     a     Task     Order     (TO)     method     to     solicit     vendors.     Two     vendors     responded,     with     VMware     being     selected     as 
 the     only     Vendor     that     fit     DES     needs.     DES     already     utilizes     VMware     to     manage     on-premise     systems,     so     the     VCDR 
 solution     is     easily     integratable     with     the     current     configuration.     The     response     from     the     second     vendor,     CStor,     failed     to 
 address     key     components     of     the     TO. 

 The     VCDR     solution     gives     DES     the     ability     to     mirror     the     configuration     and     data     of     our     current     production     infrastructure 
 without     loss     of     data     to     AWS.     Once     mirrored,     DES     businesses     will     have     the     ability     to     select     the     appropriate     level     of     DR 
 support     based     on     federal     requirements     specific     to     their     business     need. 

 Areas     Affected: 

 End     Date:     Yes 

 Development     Costs:     No 

 Scope:     Yes 

 Change     Request     for     Time     and     Scope. 
 Extend     current     PIJ     End     Date     from     5/10/2023     to     11/30/2023. 
 The     network     is     key     to     making     Disaster     Recovery     work,     both     for     DR     testing     as     well     as     if     an     actual     Disaster     were     to     occur. 
 Our     current     network     needs     to     be     modified     to     support     3     networks. 

 -     Current     network 
 -     Network     for     our     secured     FTI     environment     and     Network     to     support     Disaster     Recovery     testing 


